
WIZ FOR U.S. GOVERNMENT SUBSCRIPTION ADDENDUM

This Wiz for U.S. Government Subscription Addendum (“Addendum”) is made as of the Effective Date between Customer and Wiz,

Inc. (“Wiz”), and supplements the terms of the Wiz Subscription Agreement (the “Agreement”) entered into by the parties. Capitalized

terms used but not defined herein shall have the meaning ascribed to them in the Agreement. To the extent there is any conflict

between this Addendum and the Agreement, and solely as to services or products hosted in the Wiz for U.S. Government environment,

this Addendum will prevail. Additionally, any terms and conditions of the Agreement related to security of the Services shall not apply to

services or products hosted in the Wiz for U.S. Government environment, the security of which is exclusively addressed in the

FedRAMP information packaged describing the Wiz for U.S. Government environment, available on request from Wiz or the FedRAMP

Program Management Office.

To address the needs of United States ("U.S.") Federal, State, Local and Tribal Governments, along with those of regulated entities that

have a requirement to meet U.S. Federal Government cybersecurity standard, Wiz makes available certain offerings hosted in the Wiz

for U.S. Government public cloud environment.

1. Wiz's FedRAMP Authorization.

1.1 The Wiz for U.S. Government environment has been granted an agency-level FedRAMP High Authority to Operate (“ATO”) and is

recognized by the FedRAMP Program Management Office as FedRAMP High Authorized.).

1.2 Wiz has established and will maintain the controls as detailed in the information package describing the Wiz for U.S. Government

environment and supporting its agency-level FedRAMP High ATO. As required by FedRAMP, Wiz will obtain assessments against such

standards and audit methodologies by a Third-Party Assessment Organization (“3PAO”) and make the executive reports available to

Customer upon written request. Customer may request the current information package describing the Wiz for U.S. Government

environment or the most recent 3PAO assessment from Wiz or the FedRAMP Program Management Office

(https://s3.amazonaws.com/sitesusa/wp-content/uploads/sites/482/2017/02/FedRAMP-Package-Request-Form_V5_03012017.pdf).

The information package and assessment documentation shall be treated as Confidential Information under the Agreement.

2. Additional Customer Data Restrictions. Customer shall not provide any classified data to Wiz, and Wiz services or products

hosted in the Wiz for U.S. Government environment may not be used to process or store classified data. Customer will be responsible

for all sanitization costs incurred by Wiz if Customer introduces such data into the Wiz for U.S. Government environment or any other

Wiz system. NOTWITHSTANDING ANY CONTRARY PROVISION IN THE AGREEMENT, CUSTOMER AGREES THAT ANY

LIMITATIONS OF LIABILITY SET FORTH IN THE AGREEMENT WILL NOT APPLY TO CUSTOMER'S LIABILITY FOR ANY COSTS

RELATED TO SUCH SANITIZATION OR THIRD-PARTY CLAIMS AGAINST WIZ RELATING TO WIZ'S POSSESSION, STORAGE,

OR PROCESSING OF CLASSIFIED DATA PROVIDED BY CUSTOMER OR ITS USERS TO WIZ.

https://s3.amazonaws.com/sitesusa/wp-content/uploads/sites/482/2017/02/FedRAMP-Package-Request-Form_V5_03012017.pdf

