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1. INTRODUCTION

This privacy policy (“Privacy Policy”) describes how Wiz, Inc. and our affiliates (“we”, “our” or “us”) process, use, collect and store
Personal Data that we receive from or about you, including but not limited to in connection with your use of wiz.io or any other websites
owned or operated by or on behalf of Wiz including any Wiz programs or content that are made available via such websites
(collectively, “Websites”), or the Wiz platform and user documentation and related Wiz services (the “Platform” and together with the
Websites, collectively the “Wiz Offerings”). Please read this Privacy Policy carefully, so you can fully understand our practices in
relation to your Personal Data.

As it relates to this policy, “Personal Data” (also called “Personal Information” in certain privacy laws) means any information that can
be used, alone or together with other data, to uniquely identify any living person and any information deemed as personally identifiable
information by applicable privacy laws.

Key Highlights:

Purpose: Depending on your relationship with Wiz, we collect your data to provide and improve Wiz Offerings, communicate
with you regarding your interest in Wiz, conduct marketing initiatives, enable your participation in Wiz initiatives, and comply
with our legal obligations.

Your rights: Based on where you live, you may have rights regarding your data, such as access, correction, deletion and others.
Wiz provides mechanisms to respond to any requests based on your rights. Nothing in this Privacy Policy is intended to limit
your rights.



Master policy: This Privacy Policy covers Wiz’s processing of Personal Data generally but some of the provisions only apply to
individuals in certain countries based on the laws of those countries.

Updates: We may update this Privacy Policy from time to time, so please check back periodically for the latest version.

This Privacy Policy forms part of our Website Terms of Use (“Terms”). Any capitalized but undefined term in this Privacy Policy shall
have the meaning given to it in the Terms.

Important note: We are the data controller for the processing of the Personal Data of our users, business contacts, job candidates,
and website visitors that is covered under this Privacy Policy. In situations where Wiz is providing the services to customers that
have entered into an agreement with Wiz, Wiz is the processor/service provider and the customer entity is the controller/business
of the information provided to Wiz via the use of the Platform. In such situations, our processing of your Personal Data is subject to
an applicable data processing agreement with our customer.

2. WHAT PERSONAL DATA WE COLLECT AND HOW WE USE IT

Your relationship with Wiz determines what Personal Data we collect about you and how we use it. You might have multiple
relationships with us, so please review all relevant sections. You are not legally required to provide us with any Personal Data, and may
do so (or avoid doing so) at your own free will. However, without it, we may be unable to provide you with the full range of Wiz Offerings
or deliver the best user experience (as outlined below). If you prefer not to provide your Personal Data or have it processed by us or any
of our service providers, please refrain from providing it, or visiting, using or interacting with the Wiz Offerings.

In all cases:

We may use Personal Data to detect and prevent fraud or illegal activity, identify and fix errors, conduct audits, and for security
purposes.

We may also use Personal Data to comply with laws, assist authorities, for law enforcement, and to defend legal claims.

We may anonymize or de-identify your Personal Data so that you can no longer be identified. This anonymized or de-identified
information may be used for internal and external purposes, including improving our Wiz Offerings and for research and
development.

a) if you are a user of the Wiz Offerings:

When you We collect To

Browse the Wiz Website(s) IP address, pages clicked, events, search
and browser information, and device
information (including device IDs) through
analytics tools, cookies, pixels, other
similar technologies and log files

Analyze trends and behavior, maintain
and improve Wiz Offerings. For more
information about our use of cookies,
please read our Cookie Policy.

Register for or use the Platform Name, business email address, Wiz
password, job title, role, company.
Automatically collected: data about you
and your use of the Platform (e.g., pages
visited and clicks, features used, IP
address, browser and device information,
country, access times, log files)

Allow you to register and log into the
Wiz Platform, to monitor and secure
the Platform(e.g., user authentication,
logging and debugging, prevent
system abuse). Communicate with you
and send you information about the
Wiz Offerings including product

https://www.wiz.io/legal/terms-of-use
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Note: In connection with the use of the
Platform, we collect data that we believe is
potentially related to unauthorized third
parties, such as malware, other suspicious
files and potentially harmful artifacts. In
some cases, this may contain limited
Personal Data, such as IP addresses. We
use this information to analyze and identify
potentially suspicious patterns of
malicious behavior, to prevent, investigate,
or notify of threats, and to improve the
services. We may disclose this information
to third parties.

releases. Analyze trends and behavior,
maintain, log, debug, improve, and
monitor the Wiz Platform. Conduct
billing and account management, and
perform sanctions checks and other
legally required checks.

Subscribe to service-related updates
(e.g., product release notes, status or
subprocessor updates etc.)

Business email address, company name Send you communications to which
you have subscribed.

Join the Wiz Community Name, business email address, any
identifiers, engagement metrics and any
Personal Data that you choose to provide
in your interactions

Allow you to participate in and
contribute to the Wiz Community and
related activities.

Communicate with us (e.g., feedback) Name, business email address, job title,
role, company, address, telephone number,
country, and any other Personal Data you
provide (e.g., feedback). This may include
meeting recordings (notes, transcriptions,
analyses) where applicable.

Conduct account management and
support, communicate with you, allow
feedback on our Wiz Offerings, and
provide general account management
support (e.g. ticketing and chat).

Note: Where Wiz is processing
Personal Data on behalf of our
customer, Wiz acts as a data
processor and such processing is
subject to the data processing
agreement in place between Wiz and
the customer.

Legal Basis (for relevant jurisdictions): Our processing may be based on your consent, taking steps prior to entering into a contract for
Wiz services (i.e. with your company), compliance with a legal obligation (e.g. tax laws, bookkeeping laws, sanctions laws etc.), and our
legitimate interest in providing and improving Wiz Offerings, communicating with you, and informing you of updates.

b) if you reach out to Wiz regarding interest in Wiz Offerings or engage in Wiz initiatives:

When you We collect To



Request a demo Name, business email address, job title,
company, business address, telephone
number, country, any other Personal
Data that you decide to provide us with.
We may record the demo and/or follow
up sessions (which may include
Personal Data, notes, transcriptions,
analyses)

To communicate with you regarding the
Wiz Offerings including to provide you
with the demo, collect website analytics,
and improve our Wiz Offerings.

Contact us via our Website(s) including
via our chatbot or via our social media
profiles or other means

Name, business email address,
company, job title, work telephone
number, country, message and any other
Personal Data you provide

Respond to your request and establish a
business relationship.

Download Wiz content (e.g.,
whitepapers, research etc.)

Name, business email address,
company, job title, work telephone
number, country, message and any other
Personal Data you provide

To send you the content you requested.

Engage in any initiatives, programs,
promotions or receive promotional items

Name, business email address, job title,
company, physical address of your
choice

Deliver promotional materials (e.g., Wiz-
branded merchandise) or gifts to you.

Subscribe to email updates (e.g.,
newsletters)

Name, business email address, job title,
company

Send you communications you have
subscribed to.

Participate in Wiz events / webinars, or
interact with Wiz representatives at
events or webinars

Name, business email address, job title,
company, address, telephone number,
country, webinar engagement metrics
(e.g., Q&A interactions), photos and
videos (at events where we are
recording and photographing) and any
other Personal Data you provide. The
specific form and data types collected in
your interactions with Wiz may vary
depending on the event / webinar. If you
participate in a Wiz competition event,
we may reasonably require additional
information in accordance with the
terms and conditions of the event.

Establish a business relationship,
contact you about the Wiz Offerings,
enable your participation in the event /
webinar and, if applicable, verify your
eligibility and issue prizes. Photos and
videos may be used for marketing and
other promotional purposes. If Wiz hosts
the event, your information may also be
disclosed to event sponsors or partners.

Participate in our community research,
contest, and education websites (e.g.,
capture the flag, challenges)

As applicable, name, business email
address, job title, company, business
address, telephone number, country,
username, link to the social media

Register you for these initiatives, enable
your participation and progress saving,
and reward you (if applicable). Please
note: some of this information may be
publicly disclosed on leaderboards. (See



profile link (if you choose to provide),
and password

section 'c' if you express interest in
marketing activities).

Participate in or nominate someone to
Wiz’s MVP Program

Name, company, job title, area of
expertise, biography, photograph,
geographic location LinkedIn profile, and
any other Personal Data you provide

Enable you and/or your nominee to
participate in the Wiz MVP Program (i.e.,
provide your name, company, job title,
and email address to Wiz’s prospective
customers or partners as part of the
MVP Program), display your or your
nominee's details in the Wiz Offerings as
a Wiz MVP, and to communicate with
you and/or your nominee.

Participate in customer testimonial
videos

Name, company, job title, audio or video
recordings

Provide customer testimonials on our
website and to prospects as part of our
marketing efforts.

We may also use your contact details to reach out to you about Wiz Offerings or send you other relevant content such as Wiz product
releases, industry news, and events. You may unsubscribe at any time.

Legal Basis (for relevant jurisdictions): Our processing may be based on your consent, the performance of a contract (with your
company), compliance with a legal obligation (e.g., tax laws, bookkeeping laws, sanctions laws etc.), and our legitimate interest in
providing and improving the Wiz Offerings, communicating with you, creating content for our website and social media accounts,
informing you of updates.

c) if you have been identified as a prospect by Wiz:

Social Media Marketing:

Wiz conducts social media marketing, including audience or list-based advertising. For this, we may collect or receive your name,
business email address, job title, company, telephone number, IP address, pages clicked, search and browser history, device
information, and any other Personal Data you or third parties provide. We use this to contact you via social media platforms to
establish a business relationship and discuss our Wiz Offerings. We may also use your Personal Data to create lists for targeted
advertising on social media (where you may see our ads, or we may ask platforms to identify similar individuals based on your
information for advertising).

Third-Party Lead Generation:

Wiz may acquire your Personal Data from third-party sources (e.g., lead-generation companies) or enrich Personal Data you provide us
directly through these sources. This may include your name, business email address, job title, company, address, telephone number,
and country. We collect this to contact you about Wiz Offerings and send marketing communications.

Conversion and Metrics:

In some cases, we may process and disclose your hashed email addresses based on our interactions with you on websites and
advertisements to obtain advertising metrics and measure initiative effectiveness.

Legal Basis (for relevant jurisdictions): Our processing may be based on your consent and our legitimate interest in developing our
business, responding to and communicating with you, and marketing Wiz services.

d) if you are a partner or service provider to Wiz:



When you We collect To

Apply to be a Wiz partner or integrate
with Wiz

Name, job title/function, business email
address, business telephone number,
country of residence, company name,
any other Personal Data that you decide
to provide us with

Enable the partnership or integration,
communicate with you, perform our
agreement with you, comply with our
legal obligations and record-keeping,
and send marketing communications.

Provide information regarding your
services or execute a services
agreement with us as a service provider

Name, business email address, job title,
company, business address, telephone
number, country, payment information,
any other Personal Data you provide

Perform our agreement, communicate
with you, and comply with our legal and
record-keeping obligations.

Legal Basis (for relevant jurisdictions): Our processing may be based on your consent, the performance of a contract (with your
company), compliance with a legal obligation, and our legitimate interest in sending you contract-related and other communications.

e) if you participate in any Wiz training or certification initiatives:

When you We collect To

Sign up to receive training provided by
Wiz and take Wiz’s training courses
relating to use of the Wiz Platform

Name, business email address, company
name, usage data, quiz results, course
completion rates

Grant you access to our training platform
and deliver training, track your progress,
improve our courses and manage our
relationship with you. (Note that this
data may be disclosed to your employer
or other organization that manages the
Wiz tenant at their request.)

Register under the Wiz Certified program
and take the test

Name, business email address, personal
email address (if you choose this
option), your training and test results,
and any relevant medical or health
information you disclose for
accommodations. Note: Our testing
platform will also process credit/debit
card numbers, government-issued photo
ID, a current photo of you, audio and
video recordings of you taking the exam,
and keystroke data. This data is used
only during the exam process and is not
retained after the exam results are
issued.

Provide you with training, register and
verify your identity, administer the exam,
issue results, and grant associated
badges or certificates.

Legal Basis (for relevant jurisdictions): Our processing may be based on your consent and our legitimate interest in providing training,
issuing certificates/credentials, and responding to inquiries.

f) if you are applying for a job at Wiz:



When you We collect To

Apply for a job at Wiz Name, email address, telephone number,
CV, IP address, country, personal
website, LinkedIn profile, assessment
results, background check results,
interview notes, whether you are legally
authorized to work in the country where
the position is posted, your
compensation expectations and the
agreed compensation if you receive an
offer, any request you make for
accommodations, and any other
Personal Data you disclose or that is
captured by authorized recordings. You
may also be asked to provide additional
information depending on your
jurisdiction, including voluntary
disclosures such as gender, ethnicity,
veteran status, and disability status.

Assess your candidacy for the role(s)
you have applied for, review your
application, communicate with you,
perform background checks, and, if
applicable, process any job offers.

Legal Basis (for relevant jurisdictions): Our processing may be based on your consent, our legitimate interest in assessing your
candidacy, compliance with a legal obligation or for the performance of a contract (to take necessary steps to enter into an
employment contract with you).

g) if you visit any of our offices in person:

When you We collect To

Visit a Wiz office where CCTV is enabled
and/or we keep visitor logs.

Visual recordings collected via closed
circuit cameras, name, phone number
and email address.

Protect the physical security of the
offices, safeguard our offices, people
and data, and comply with our
contractual obligations (e.g., with
customers and insurers).

Legal Basis (for relevant jurisdictions): Our processing is based on our legitimate interest in protecting and securing our offices.

3. HOW WE DISCLOSE YOUR PERSONAL DATA

We may disclose your Personal Data to the following categories of third parties: 

When you We disclose to

Are a user of Wiz Offerings
SaaS or other service providers that are our data
processors i.e., they process your Personal Data on
Wiz’s behalf for the purposes of fulfilling the purposes
listed above



Reach out to Wiz regarding interest in Wiz Offerings or engage
in Wiz initiatives

Have been identified as a prospect by Wiz

Your employer in connection with your use of the Wiz
Offerings

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(a)
above

SaaS or other service providers that are our data
processors i.e., they process your Personal Data on
Wiz’s behalf for the purposes of fulfilling the purposes
listed above

Event sponsors

Data enrichment providers

Social media platforms

Partners who offer products and services related to or
separate from our Wiz Offerings that we believe may
interest you

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(b)
above

Customers or partners of Wiz (if and for the purposes
stated in 2(b) above)

SaaS or other service providers that are our data
processors i.e., they process your Personal Data on
Wiz’s behalf for the purposes of fulfilling the purposes
listed above

Event sponsors

Data enrichment providers

Social media platforms

Partners who offer products and services related to or
separate from our Wiz Offerings that we believe may
interest you

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(c)
above



Are a partner or service provider to Wiz

Participate in any Wiz training or certification initiative

Are a candidate applying for a job at Wiz

Visit any of our offices in person

SaaS or other service providers that are our data
processors i.e., they process your Personal Data on
Wiz’s behalf for the purposes of fulfilling the purposes
listed above

Prospects or customers

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(d)
above

SaaS or other service providers that are our data
processors i.e., they process your Personal Data on
Wiz’s behalf for the purposes of fulfilling the purposes
listed above

Your employer or other organization that manages the
Wiz tenant at their request

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(e)
above

SaaS or other service providers that are our data
processors i.e., they process your Personal Data on
Wiz’s behalf for the purposes of fulfilling the purposes
listed above, including background check providers

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(f)
above

SaaS or technology other service providers that are our
data processors i.e., they process your Personal Data
on Wiz’s behalf for the purposes of fulfilling the
purposes listed above

Other service providers, partners or authorized advisors
to the extent required to fulfil the purposes listed in 2(g)
above

Note: We use third party vendors to provide chat and support tools via our Website and in-app such as customer service chats,
enquiries and to collect information on those interactions.

We may also disclose your Personal Data as follows:



a) to the extent necessary in our good faith determination, with regulators, courts or competent authorities, or to comply with
applicable laws, regulations and rules (including, without limitation, federal, state or local laws), and requests of law enforcement,
regulatory and other governmental agencies or if required to do so by court order;

b) with our affiliated companies to the extent necessary to fulfil the purposes listed above;

c) if, in the future, we sell or transfer some or all of our business, shares, or assets to a third party, we may disclose information to a
potential or actual third party purchaser of our business, shares or assets. In the event that we are acquired by or merged with a
third party entity, or in the event of bankruptcy or a comparable event, we reserve the right to transfer or assign Personal Data in
connection with the foregoing events;

d) where you have provided your consent to us disclosing or transferring the Personal Data.

4. HOW WE PROTECT AND STORE YOUR INFORMATION

a) Security. We have implemented a variety of technical, organizational and security measures designed to protect your Personal
Data. However, please note that we cannot guarantee that the information will not be compromised including as a result of
unauthorized penetration of our servers. As the security of information depends in part on the security of the computer, device or
network you use to communicate with us and the security you use to protect your user IDs and passwords, please make sure to
take appropriate measures to protect this information.

b) Retention of your Personal Data. We may store your Personal Data for as long as necessary to fulfill the purpose for which we
collected it, or until we proactively delete it or receive a valid deletion request from you. We may store your Personal Data for longer
periods if required by legal, regulatory, tax, or accounting requirements, to maintain an accurate record of your dealings with us for
complaints or challenges, or if we reasonably believe there is a prospect of litigation. Regarding retention of cookies, you can read
more in our Cookies Policy.

5. ADDITIONAL INFORMATION REGARDING TRANSFERS OF PERSONAL DATA

a) Wiz is a global company and may transfer personal data from its originating jurisdiction as required.

b) Internal transfers: Transfers between Wiz group entities are covered by an internal data processing agreement. This agreement
contractually obliges each member to ensure Personal Data receives an adequate and consistent level of protection, regardless of
where it is transferred.

c) External transfers:

When Wiz transfers Personal Data to third parties, such transfers will be subject to written data processing agreements. In addition,
when Wiz transfers GDPR and/or UK GDPR-protected Personal Data outside the EEA or the UK or Switzerland (e.g., to third-party
service providers), we generally rely on:

a. Adequacy Decisions: Adopted by the European Commission under Article 45 of the GDPR.

b. Standard Contractual Clauses: Issued by the European Commission or the United Kingdom (as updated).

c. Other Lawful Transfer Mechanisms: Provided for under the GDPR, such as Binding Corporate Rules.

Wiz continuously monitors the circumstances of such transfers to ensure Personal Data receives a level of protection essentially
equivalent to that guaranteed by the GDPR and the UK GDPR.

6. YOUR PRIVACY RIGHTS

https://www.wiz.io/legal/cookie-policy


a) We provide you with the ability to exercise certain controls and choices regarding our collection, use, and disclosure of your
information under applicable laws. Your legal rights to exercise such controls and choices vary based on the laws of your jurisdiction
(i.e., residents of certain US states (currently including California, Colorado, Connecticut, Delaware, Indiana, Iowa, Kentucky, Maryland,
Minnesota, Montana, Nebraska, New Hampshire, New Jersey, Oregon, Rhode Island, Tennessee, Texas, Utah and Virginia) and
residents of the EU, UK, Switzerland, Japan, Israel and others) can exercise the following rights:

You have a right to access Personal Data held about you;

You have the right to request that we rectify any Personal Data we hold that is inaccurate or misleading;

You have the right to request the erasure/deletion of your Personal Data (e.g., from our records). Please note that there may be
circumstances in which we are required to retain your Personal Data (e.g., for legal claims);

You have the right to object, to or to request restriction, of the processing;

You have the right to data portability. This means that you may have the right to receive your Personal Data in a structured,
commonly used and machine-readable format, and that you have the right to transmit that data to another controller, where
technically feasible;

You have the right to object to profiling and automated processing that produces legal or other significant effects, if applicable;

You have the right to withdraw your consent at any time. Please note that withdrawing consent does not affect the lawfulness
of processing based on consent before its withdrawal. Also, there may be circumstances where we are entitled to continue
processing your Personal Data, particularly if required to meet our legal and regulatory obligations;

You have a right to request certain details of the basis on which your Personal Data is transferred abroad, as applicable. Please
note that data transfer agreements and/or other details may need to be partially redacted for commercial confidentiality
reasons;

You have a right to lodge a complaint with your local data protection supervisory authority (i.e., your place of habitual residence,
place or work or place of alleged infringement) at any time or before the relevant institutions in your place of residence. You
also have a right to send your complaint or grievance to Wiz directly. We ask that you please attempt to resolve any issues with
us before you contact your local supervisory authority and/or relevant institution. In certain jurisdictions, you may be required to
raise your concerns with Wiz first.

California and Oregon residents can request information about the categories of information we collect, disclose or sell or
share about you; California residents can request the sources of such information, the business or commercial purpose for
collecting or selling or sharing your information; and the categories of third parties to whom we disclose information. Such
information is also set forth in this Privacy Policy.

Oregon and Minnesota residents can request a list of the specific third parties, other than natural persons, to which we have
disclosed information.

b) To the extent privacy laws applicable to you afford you with the rights referenced above, you can exercise these rights by contacting
us through our Privacy Center or by emailing privacy@wiz.io. You will need to submit your name and at least one other identifier (e.g.,
your email address). Subject to legal and other permissible considerations, we will make reasonable efforts to honor your request
promptly in accordance with applicable law or inform you if we require further information in order to fulfil your request.

c) Notice of Right to Opt Out of Sales of Personal Information and Sharing/Processing of Personal Information for Targeted
Advertising Purposes. The U.S. states listed above in Section 6(a) provide residents with the ability to opt out of the “sale” of their
Personal Information or the “sharing/processing” of their Personal Information for cross-context behavioral advertising/targeting
advertising purposes. We may use third-party ad networks to assist in these activities, which involves their collection of cookie and
device identifier information to perform these activities. If you would like to opt out of our online disclosure such as through cookie and
pixel technology of your Personal Information for purposes that could be considered “sales” or “sharing” for purposes of cross-context

https://privacycenter.wiz.io/wiz


behavioral advertising, you may click on the ‘Your Privacy Choices’ link in the footer of the Wiz.io website here. To opt out of the offline
disclosure of your Personal Data to third parties for these purposes, please click here.  Please note that if you have a legally-required
browser-based opt out preference signal turned on via your device browser (e.g., the Global Privacy Control), we recognize such
preference in accordance with applicable law.

d) To help protect the security of your Personal Data, Wiz will verify your identity in connection with any requests. We also take steps to
ensure that only you or your authorized representative can exercise rights with respect to your information. If you are an authorized
agent making a request, we may require additional information to protect the Personal Data entrusted to Wiz, including information to
verify your authorization.

e) There may be situations where we cannot grant your request, for example, if it would adversely affect the rights and freedoms of
others (e.g., impact a duty of confidentiality) or if we are legally entitled to handle your request differently. In such cases, we will
address your request to the maximum extent possible, in accordance with applicable law. If you are a resident of Colorado,
Connecticut, Delaware, Iowa, Indiana, Kentucky, Maryland, Minnesota, Montanna, Oregon, Nebraska, New Hampshire, New Jersey,
Rhode Island, Tennessee, Texas, or Virginia and we deny your request in whole or in part, you have the right to appeal our denial. You
can exercise this right by contacting us at privacy@wiz.io. Your description must include your full name and the email address used for
your account with us, along with a copy of the denial notice you received from us.

f) We will not discriminate against you (e.g., by restricting or denying you access to our Wiz Offerings) because of choices and
requests you make in connection with your Personal Data. Please note, certain choices may affect our ability to deliver the Wiz
Offerings. For example, if you sign up to receive marketing communications by email, then ask Wiz to delete all of your information, we
will be unable to send you marketing communications.

You may exercise any of your rights in relation to your Personal Data by contacting us using the details provided under the “CONTACT
US” section below.

7. USE BY CHILDREN

We do not offer our Wiz Offerings for use by children and, therefore, we do not knowingly collect Personal Data from, and/or about
children under the age of eighteen (18). If you are under 18, you may not use the Wiz Offerings or provide any information to the Wiz
Offerings without involvement of a parent or a guardian. In the event that we become aware that you provide Personal Data in violation
of applicable laws, we reserve the right to delete it.

8. LINKS TO AND INTERACTION WITH THIRD PARTY PRODUCTS

Wiz Offerings may enable you to interact with or contain links to your third party accounts and other third party websites, mobile
software applications and products or services that are not owned or controlled by us (each a “Third Party Service”). We are not
responsible for the privacy practices or the content of such Third Party Services. Please be aware that Third Party Services may collect
Personal Data from you and we encourage you to read their relevant terms and conditions and privacy policies.

9. DO NOT TRACK NOTICE

Do Not Track (“DNT”) is a privacy preference that users can set in certain web browsers. Please note that we do not currently respond
to or honor DNT signals. As explained above in Section 6, however, we do honor legally-required browser-based opt out preference
signals such as the Global Privacy Control.

10. PRIVACY INFORMATION FOR CALIFORNIA RESIDENTS

https://www.wiz.io/#footer-heading
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If you are a California resident, the California Consumer Privacy Act ("CCPA") requires us to provide you with additional information
about:

1. The purpose for which we use each category of Personal Information (as defined in the CCPA) we collect.

2. The categories of third parties to which we (a) disclose such Personal Information for a business purpose, (b) "share"
personal information for "cross-context behavioral advertising," and/or (c) "sell" such Personal Information.

Under the CCPA, "sharing" means targeting advertising to a consumer based on their personal information obtained from their activity
across websites. "Selling" means disclosing Personal Information to third parties in exchange for monetary or other valuable
consideration.

Please see the "What Personal Data we collect and how we use it" and "How we disclose your Personal Data" sections above for
detailed information about our data collection, specific data types, use, advertising practices and how your data may be shared with
authorized third parties.

Categories of Personal Information We Sell/Share:

Category of Personal Information Categories of Third Parties to Which We Sell/Share this Category of Personal
Information

Device identifiers and Service usage
information

Ad networks and advertising analytics partners

Email address Ad networks and advertising analytics partners

Your Choices Regarding “Sharing” and “Selling”: You have the right to opt out of our sale/sharing of your Personal Information for
purposes of online advertising using cookies and similar identifiers by clicking the ‘Your Privacy Choices’ link in the footer of the Wiz.io
website here. To opt out of the offline disclosure of your Personal Information to third parties for these purposes, please click here. 
Please note that there may be circumstances in which we are entitled by law to continue to sell or share your Personal Information.
Also note that your withdrawal of consent shall not affect our right to request your consent to such sell or share again after twelve (12)
months.

Other CCPA Rights. If we ever offer any financial incentives in exchange for your Personal Information, we will provide you with
appropriate information about such incentives. The CCPA also allows you to limit the use or disclosure of your “sensitive personal
information” (as defined in the CCPA) if your sensitive personal information is used for certain purposes. Please note that we do not
use or disclose sensitive personal information other than for business purposes for which you cannot opt out under the CCPA. Please
see Section 6 of the Privacy Policy, “Your Privacy Rights,” for information about the additional rights you have with respect to your
Personal Information under California law and how to exercise them.

California “Shine the Light” disclosure. The California “Shine the Light” law gives residents of California the right under certain
circumstances to request, once per year, information about the disclosure of certain categories of personal information (as defined in
the Shine the Light law) with third parties for their direct marketing purposes, or in the alternative, that we provide a cost-free means for
consumers to opt out of any such disclosure, or for a consumer to affirmatively agree to such disclosure. To opt out of any such
disclosures for which you did not affirmatively agree, please email us at privacy@wiz.io. To opt out of activities that are considered
“sales” or “sharing” under California law, please see the “Your Choices Regarding ‘Sharing’ and ‘Selling’” section above.

11. PRIVACY INFORMATION FOR JAPAN RESIDENTS
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Joint Use Notice For Japanese Residents

Your Personal Data specified in Section 2 may be shared and jointly used within the Wiz group companies, for purposes set out in
Section 2. Wiz Cloud Japan K.K.. (Address: Shiroyama Trust Tower, 4-3-1 Toranomon, Minato-ku, Tokyo 105-6017, DPO, privacy@wiz.io)
is responsible for management of your Personal Data shared and jointly used within the Wiz group companies.

Your Privacy Rights

Under the Act on the Protection of Personal Information (“APPI”), you have specific rights regarding your Personal Data, including:

Right to Access: You have the right to access your Personal Data and, if applicable, any record of data transfer. You also have
the right to request disclosure of the purpose of use of your Personal Data.

Right to Rectify: If the Personal Data held by us is incorrect or incomplete, you are entitled to request correction, addition, or
deletion of the inaccurate or incomplete information.

Right to Erasure and Restriction of Processing: You may request the deletion or restriction of processing of your Personal Data
in cases where the data has been used beyond the necessary scope for achieving the original purpose of collection, was
collected or processed unlawfully, or if the utilization of data could lead to unlawful acts. You may also request the restriction of
processing of your Personal Data or the cessation of transfers of your Personal Data to third parties if we no longer need to use
your Personal Data, your Personal Data was compromised, or your rights and legitimate interests may be harmed due to our
handling of your Personal Data.

Right to Restrict Third-Party Transfers: You can request cessation of transfers of your Personal Data to third parties if such
transfers violate relevant laws.

Please note that the rights described above may be restricted depending on the circumstances, for example, the right of access cannot
be exercised if there is a risk that access may harm the life, body, property or other rights or interests of the data subject or a third
party.

12. CONTACT US

If you have any questions regarding this notice, we encourage you to contact us at privacy@wiz.io. If you wish to exercise your rights,
you can either contact us or visit our Privacy Center (https://privacycenter.wiz.io/wiz).

EEA Representative:

VeraSafe has been appointed as Wiz’s representative in the EEA for data protection matters, pursuant to Article 27 of the GDPR. If you
are in the EEA, VeraSafe can be contacted in addition to Wiz, only on matters related to the processing of Personal Data. To make such
an inquiry, you may contact VeraSafe using this contact form: https://verasafe.com/public-resources/contact-data-protection-
representative or via telephone at: +420 228 881 031.

Alternatively, VeraSafe can be contacted at:

VeraSafe Netherlands BV, Keizersgracht 555, 1017 DR Amsterdam, Netherlands.

If you live in the EEA, the UK or Switzerland, Wiz Cloud Limited, located at Suite 4, 7th Floor, 50 Broadway London, SW1H 0DB, is the
data controller for your Personal Data.

For the purposes of Israel’s Protection of Privacy Law, Wiz Cloud Ltd. serves as the “Database Controller” for personal data processed
in connection with this Privacy Policy that originates from Israel, and can be contacted at privacy@wiz.io.
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